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1. Introduction 
 
1.1. Sensor Networks 
The wireless sensor network consists of small light weighted wireless sensor nodes which are densely deployed in an unattended 
environment with the capability of sensing, wireless communications and computations (i.e. collecting and disseminating 
environmental data). These spatially distributed autonomous devices cooperatively monitor physical and environmental 
conditions. These sensor nodes deployed in large or thousands numbers and an ad hoc network capable of reporting to data 
collection sink. However, wireless sensor network is a resource constraint if we have talked about energy, memory and limited 
communication capabilities.  
In monitoring sensor networks, data coming from various streams of the sensor nodes have to be examined dynamically and 
combined into normal patterns in order to detect potential anomalies. Due to the requirement for support of mission critical 
applications in many cases, the sensors must possess mechanisms for securing communications and for validating the collected 
data. Several attack scenarios that can exploit the weaknesses of WSNs. The scale of deployments of WSNs requires careful 
decisions and tradeoffs among various security measures. The issues and considered mechanisms to achieve a higher level of 
security and reliability in these networks. The security issues and some method of identifying faulty nodes are 
 
1.1.1. Energy Efficiency 
A data gathering scheme is energy efficient if it maximizes the functionality of the network. Assume that all sensors are equally 
important and all nodes should minimize the energy consumption of each sensor. The idea captured by the network lifetime which 
quantifies the energy efficiency of the network. 
 
1.1.2.  Network Lifetime 
The network lifetime mainly depends on the battery lifetime of the node. The main concerned to increase the lifetime with respect 
to energy constraints. 
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Abstract: 
In wireless sensor network have a Mobile sink effectively retrieve sensory data from such isolated sensor node. Existing 
approaches involve either single-hop transfer of data from Sensor Nodes. Our proposed protocol called as Mobicluster. To 
build cluster structures consisted of member nodes that route their measured data to the assigned Cluster Head. The numbers 
of cluster heads to collect the all data send to the sink node in the network. The Cluster Head performs data filtering upon the 
raw data exploiting potential spatial-temporal data redundancy and forward the filtered information to their assigned Mobile 
sink.  Its aim to minimize the overall network overhead and energy expenditure associated with the Multi-hop data retrieval 
process while also ensuring balanced energy consumption among Cluster Nodes and prolonged network lifetime. The 
Neighbour Discovery Distance Algorithm used to provide ID based data transmission on the network. Use these algorithms to 
transfer the data in source to destination without any damage or loss as well as each node to have the neighbour’s node 
address. Use the Neighbour Discovery Distance method to improving performance of the resources and energy level of the 
network latency and then improve the bandwidth estimation of the network. 
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1.1.3. Data Accuracy 
The definition of data accuracy depends on the specific applications for which the sensor network is designed. For instance, in a 
target localization problem, the estimate of the target location at the sink determines the data accuracy. 
 
1.1.4. Clustering 
A mobile observer will be sent out to gather data from sensors periodically. Since the network may contain a large number of 
nodes, each tour may take a long time. In order to save the energy, sensors may turn on the transceivers only when need to send or 
relay packet. Except the transmission period, transceivers of sensors could be turned off. The entire sensor network can be divided 
into several clusters, where sensors in each cluster must be connected to while it is moving through the cluster. When mobile 
observer moves close to the cluster, all sensors belonging to the cluster will be taken up and prepare to send packets. Sensing data 
can be collected by while it is traversing the cluster. To make this scheme work, two issues must be resolved here. The first issue 
is how to wake up and turn off sensors only when needed. A radio wake-up scheme was proposed, which allows the transceivers 
of sensors to be deactivated when are idle. The second issue is a moving path of a sink. These issues made for efficient data 
collection in the network. 
Large classes of monitoring applications involve a set of urban areas that need to be monitored with respect to environmental 
parameters and surveillance. In these environments, individual monitored areas are typically covered by isolated an place which 
makes data retrieval rather challenging since mobile nodes cannot move through but only approach the periphery of the network 
deployment region. The Cluster Heads perform data filtering upon the raw data exploiting potential spatial-temporal data 
redundancy and forward the filtered information to the assigned Cluster Heads. A random mobile sinks using on the method for 
enrolling appropriate nodes as CHs taking into account the deployment pattern and density of sensor nodes. Last, the propose 
methods for building adaptable inter cluster overlay graphs and techniques for fairly distributing sensory data among CHs and 
delivering data to MS’s. 
 
1.1.5. Data Collection In Wireless Sensor Networks 
Data collection is a process of data which are collected at sensor nodes and forwarded to a mobile sink for further processing. 
Efficient data collection and aggregation algorithms for sensor networks exploit the fact that a sensor node consumes significantly 
less energy for information processing than for communication. Aggregating information at the node level, such as computing the 
sum or the average of sensor readings reduces the need for communication: instead of transmitting the packets of each individual 
node separately, a node first aggregates the incoming packets of the nodes in communication range and then communicates the 
aggregated information to the next node in the collection path. 
 
1.1.6. Mobility 
In recent years, a new category of important sensor networks applications emerges where motion is a fundamental characteristic 
of the examined system. In such applications, sensors are attached to vehicles, animals or people that move around large 
geographic areas. Data exchange between individual sensors and infrastructure nodes will drive applications such as traffic and 
wildlife monitoring, smart homes and hospitals and pollution control.  
In scenarios were some or all of the nodes are mobile, network topology is highly dynamic and connectivity can’t be guaranteed, 
the usual approach of having one or more statically placed control centers requires the implementation of complex protocols in 
order to cope with increased network dynamics thus leading to increased resource use and inefficient operation. Motivated by 
these developments, a new approach has been introduced that shifts the burden of delivering the data, from the sensor nodes to the 
sink. 
 
2. Sink Trail 
In wireless sensor network mobility for data gathering has drawn substantial interests in the recent years. In current researches, 
either focus on planning a mobile sink’s moving trajectory to achieve optimized network performance, or collect a small portion 
of the sensed data in the sensor network. A mobile sink cannot move freely in the deployed area. To avoid constant sink location 
update traffics when a sink’s future locations cannot be scheduled in advance. Two unique aspects distinguish our approach from 
previous ones:  we allow sufficient flexibility in the movement of mobile sink to dynamically adapt to various terrestrial changes; 
and without requirements of GPS devices or predefined landmarks, Sink Trail establishes a logical coordinate system for routing 
and forwarding data packets, make it suitable for diverse application scenarios.  
 
3. Mobicluster and Neighbour Discovery Distance 
In our network the data collections are secure and efficient on their network. If have any packet loss are some collision on the 
network immediately to inform the server it stop the data and maintaining source node information and header information of 
message in existing model. Now we have been using a neighbour discovery distance model used  efficient and shortest route on 
the transmission. It checks the users using those details whether they are attackers. In our proposed method to use, secure and 
avoid the attacking system on the network. Our proposed protocol called Mobicluster aims at minimizing the overall network 
overhead and energy expenditure associated with the data retrieval process while also ensuring balanced energy consumption 
among and cluster node prolonged network lifetime. Clustering algorithm achieved through building cluster structures consisted 
of member nodes that route their measured data to their assigned cluster head. 
 
 
 



 The International Journal Of Science & Technoledge      (ISSN  2321 – 919X)   www.theijst.com                
 

70                                                              Vol 2 Issue 2                                                           February, 2014 
 

3.1. Clustering Algorithm 
Clustering algorithm is achieved through building cluster structures consisted of member nodes that route their measured data to 
their assigned cluster head (CH). The clustering head perform data filtering upon the raw data, exploiting potential spatial-
temporal data redundancy and forward the filtered information to their assigned mobile sink as shown in Fig 1. We slightly 
modify the approach of to build clusters of two different sizes depending on the distance of the cluster heads from the mobile sink 
trajectory. The protocol called Mobicluster aims at minimizing the overall network overhead and energy expenditure associated 
with the data collection process while also ensuring balanced energy consumption among Sensor Nodes (member node) and 
prolonged the network lifetime. 
 

 
Figure 1: Data Collection using Mobile Sink through Cluster Head 

 
3.2. Neighbour Discovery Distance 
In this algorithm used  in our wireless sensor network each and every nodes knows the neighbours address. Depends on the 
address easily transfer the data to the destination without any attack or packet loss. To provide an ID based data transmission on 
the network. Neighbour discovery distance node to watch the transmission on the network. Use these algorithms to transfer the 
data in source to destination without any damage or loss as well as each node to have the neighbour’s node address. Now we have 
using a neighbour discovery distance model used efficient and shortest route on the transmission. It checks the users using those 
details whether they are attackers. 
 
3.2.1. Neighbour Discovery Distance (NDD) Algorithm 

 Step 1: Each node to know the neighbours node address. 
 Step 2:  If neighbours node is centralized server node means, Then Store data 
 Else, To search the centralized node. 
 Step 3: The server nodes have all source data as well as destination address. 
 Step 4: Each node has the individual ID. Depends on the ID the centralized server is to identify the destination address.  
 Step 5: In NDD algorithm and centralized server method is used to preventing the data in to any attackers 
 Step 6: The destination node easily to check the data is correct or not. 
 Step 7: If any attackers damage the data means destinations node again send the data in to centralized server. 

 
4. Conclusion 
In Wireless sensor networks have number of mobile sink for energy-efficient data gathering. The Mobicluster protocol, to build 
cluster structures hierarchy consists of member nodes that route the measured data to the assigned cluster head. To minimize the 
overall network overhead and energy expenditure associated with the data retrieval process while also ensuring balanced energy 
consumption among Senor Node’s and prolonged network lifetime. In the network the data collections are secure and efficient. 
Neighbour discovery distance as proposed in this literature. In these algorithm used to, in the wireless sensor network each and 
every nodes knows the neighbours address. Depends on the address easily transfer the data to destination without any attack or 
packet loss. It also checks the users using those details whether they are attackers. In addition, mobile node is capable of tracking 
multiple mobile sink simultaneously through multi-hop data gathering. In the future works implement the efficient data 
transmission and reduce data loss on networks. 
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