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1. Introduction 
A mobile ad hoc network is a collection of wireless nodes that can dynamically be set up anywhere and anytime without using any 
pre-existing network infrastructure. It is an autonomous system in which mobile hosts connected by wireless links are free to 
move randomly and often act as routers at the same time. Unlike cellular wireless networks, no static or fixed infrastructure exists 
in MANET, and no centralized control can be available. The network can be formed anywhere, at any time, as long as two or 
more nodes are connected and communicate with one another either directly when they are in radio range of each other or via 
intermediate mobile nodes because of flexibility that a MANET offers[1,2]. The mobile nodes can perform the roles of both hosts 
and routers. The presence of mobility makes a MANET challenging for designing and implementation in real life. It is a huge 
challenge to design topology control, routing, quality-of services (QOS) and resources management, services discovery, network 
operations and management, security services, and services offerings for MANET as traditional schemes are no longer applicable. 
A mobile (ad hoc network MANET) sometimes called a wireless ad hoc network or a mobile mesh network is a wireless network, 
comprised of mobile computing devices (nodes) that use wireless transmission for communication, without the aid of any 
established infrastructure or centralized administration such as a base station or an access point[2]. The traffic types in ad hoc 
networks are quite different from those in an infrastructure wireless network, including: [3] 

 Peer-to-Peer Communication between two nodes which are within one hop. Network traffic (Bps) is usually consistent. 
 Remote-to-Remote Communication between two nodes beyond a single hop but which maintains a stable route between 

them. This may be the result of several nodes staying within communication range of each other in a single area or 
possibly moving as a group. The traffic is similar to standard network traffic. 

 Dynamic Traffic This occurs when nodes are dynamic and moving around. Routes must be reconstructed. This results in 
a poor connectivity and network activity in short bursts.  

 
2. MANET Features 
MANET has the following features: [4][3] 

 Autonomous terminal. In MANET, each mobile terminal is an autonomous node, which may function as both a host 
and a router. In other words, besides the basic processing ability as a host, the mobile nodes can also perform switching 
functions as a router. So usually endpoints and switches are indistinguishable in MANET. 

Nishi 
Department of Electronics and Communication Engineering 

Meri college of Engineering & Technology, Sampla, Bhadurgarh, Haryana, India 
Kirti 

Department of Electronics and Communication Engineering 
Meri college of Engineering & Technology, Sampla, Bhadurgarh, Haryana, India 

Sachin Kumar 
Assistant Professor, Meri college of Engineering & Technology, Sampla, Bhadurgarh, Haryana, India 

 

Abstract: 
Mobile Ad hoc networks are wireless network that use multi-hop routing instead of static networks infrastructure to provide 
network connectivity. The network topology in MANETs usually changes with time. Therefore, these are new changes for 
routing protocol in MANETs since traditional routing protocols may not be suitable for MANETs. In mobile Ad-hoc 
network, the reactive and proactive routing protocols face many challenges like frequently changing topologies increases 
random number of nodes, connection brakes etc. For facing these types of challenges, this paper evaluates a lot of reactive 
and proactive routing protocols. This work is an attempt towards a comprehensive performance evaluation of five commonly 
used Mobile Ad hoc routing protocols . In this paper, we studied and compared the performance of various routing 
protocols like Ad hoc (AODV), (DSR), (TORA), (DSDV) ,(OLSR).  
In this paper few of the on demand ad hoc protocols are introduced and compared in order to find out for which kind of 
networks protocol is most suitable. 
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 Distributed operation. Since there is no background network for the central control of the network operations, the 
control and management of the network is distributed among the terminals. The nodes involved in a MANET should 
collaborate amongst themselves and each node acts as a relay as needed, to implement functions e.g. security and routing. 

 Multi hop routing. Basic types of ad hoc routing algorithms can be single-hop and multihop, based on different link 
layer attributes and routing protocols. Single-hop MANET is simpler than multihop in terms of structure and 
implementation, with the cost of lesser functionality and applicability. When delivering data packets from a source to its 
destination out of the direct wireless transmission range, the packets should be forwarded via one or more intermediate 
nodes. 

 Dynamic network topology. Since the nodes are mobile, the network topology may change rapidly and unpredictably 
and the connectivity among the terminals may vary with time. MANET should adapt to the traffic and propagation 
conditions as well as the mobility patterns of the mobile network nodes. The mobile nodes in the network dynamically 
establish routing among themselves as they move about, forming their own network on the fly. Moreover, a user in the 
MANET may not only operate within the ad hoc network, but may require access to a public fixed network 

 Light-weight terminals. In most cases, the MANET nodes are mobile devices with less CPU processing capability, 
small memory size, and low power storage. Such devices need optimized algorithms and mechanisms that implement the 
computing and communicating functions. 

 
3. Classification of AD-HOC Routing Protocols 
These are generally categorized as table-driven or proactive, on-demand or reactive and hybrid routing protocols. 
 

 
Figure 1: Classification of various Routing Protocols 

 
 3.1. Table-Driven Routing Protocols (Proactive)  
Table driven routing protocols attempt to maintain consistent, up-to-date routing information from each node to every other node 
in the network. These protocols require each node to maintain one or more tables to store routing information, and they respond to 
changes in network topology by propagating updates throughout the network in order to maintain a consistent network view. 
A different approach from table driven routing is source initiated on-demand routing. This type of routing creates routes only 
when desired by the source node. When a node requires a route to a destination, it initiates a route discovery process within the 
network. This process is completed once a route is found or all possible route permutations havebeen examined. In the Table-
driven protocols as the resulting information is usually maintained in tables, the protocols are sometimes referred to as table-
driven protocols. In proactive routing protocols, all nodes need to maintain a consistent view of the network topology. Routing 
information is periodically transmitted throughput the network in order to maintain routing table consistency. Thus, if a route has 
already existed before traffic arrives, transmission occurs without delay. 
 
3.1.1. The Destination Sequence Distance Vector Protocol (DSDV)[5] 
The Destination Sequence Distance Vector (DSDV) is a proactive routing protocol which adds a new attribute, sequence number, 
to each route table entry at each node. Routing table maintained at each node and with this table; node transmits the packets to 
other nodes in the network. This protocol was motivated for the use of data exchange along changing arbitrary path of 
interconnection which may not be close to any base station. The data broadcast by each node will contain its new sequence 
number and the following information for each node will contain its new sequence number and the following information for each 
new route:- 

 The destination address 
 The number of hops required to reach the destination and 
 The new sequence number, originally stamped by the destination.       

Advantage of DSDV 
 DSDV protocol guarantees loop free paths. 
 Count to infinity problem is reduced in DSDV. 
 We can avoid traffic with incremental updates instead of full dump updates. 
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Limitation of DSDV 
 Wastage of bandwidth due to unnecessary advertising of routing information even if there is no change in the network 

topology. 
 DSDV doesn’t support multi path routing. 

 
3.1.2. OLSR—The Optimized Link State Routing Protocol 
The Optimized Link State Routing Protocol is a Proactive link state protocol .OLSR employs three mechanism for routing 
(1)Hello message for neighbor sensing message (2)Control packet using multi-point rely(MPR).(3)Path selection using shortest path 
first algorithm.[6] Each nodes using its two-hops by selecting MPR’s such that all its two-hop neighbors are accessible .Basically 
the hello and topology control (TC) messages to discover and then broadcast link state information throughout the mobile ad-hoc 
network. The protocol is particularly suited for large and dense networks, as the optimization is done by using MPRs which work 
well in this context. The larger and more dense a network, the more optimization can be achieved as compared to the classic link 
state algorithm. 
 
3.2. Source-Initiated On-Demand Routing (Reactive Routing Protocols) 
A different approach from table-driven routing is source-initiated on-demand routing. This type of routing creates routes only 
when desired by the source node. When a node requires a route to a destination, it initiates a route discovery process within the 
network. This process is completed once a route is found or all possible route permutations have been examined. 
Once a route has been established, it is maintained by a route maintenance procedure until either the destination becomes 
inaccessible along every path from the source or until the route is no longer desired. 
 
3.2.1. Ad Hoc On-Demand Distance Vector Routing 
The Ad Hoc On-Demand Distance Vector (AODV) routing protocol described on the DSDV algorithm. AODV is an 
improvement on DSDV because it typically minimizes the number of required broadcasts by creating routes on a demand basis, as 
opposed to maintaining a complete list of routes as in the DSDV algorithm. The AODV classify it as a pure on-demand route 
acquisition system, since nodes that are not on a selected path do not maintain routing information or participate in routing table 
exchanges When a source node desires to send a message to some destination node and does not already have a valid route to that 
destination, it initiates a path discovery process to locate the other node. [7] 
 
3.2.2. Dynamic Source Routing 
The Dynamic Source Routing (DSR) protocol presented is an on-demand routing protocol that is based on the concept of source 
routing. Mobile nodes are required to maintain route caches that contain the source routes of which the mobile is aware. Entries in 
the route cache are continually updated as new routes are learned. The protocol consists of two major phases: route discovery and 
route maintenance. When a mobile node has a packet to send to some destination, it first consults its route cache to determine 
whether it already has a route to the destination. If it has an unexpired route to the destination, it will use this route to send the 
packet. On the other hand, if the node does not have such a route, it initiates route discovery by broadcasting a route request 
packet.  
 
3.2.3. Temporally Ordered Routing Algorithm 
The Temporally Ordered Routing Algorithm (TORA) is a highly adaptive loop-free distributed routing algorithm based on the 
concept of link reversal. TORA is proposed to operate in a highly dynamic mobile networking environment. It is source-initiated 
and provides multiple routes for any desired source/destination pair. The key design concept of TORA is the localization of 
control messages to a very small set of nodes near the occurrence of a topological change. To accomplish this, nodes need to 
maintain routing information about adjacent (one-hop) nodes. The protocol performs three basic functions: 

 Route creation 
 Route maintenance 
 Route erasure 

 
4. MANET Applications 
With the increase of portable devices as well as progress in wireless communication, ad hoc networking is gaining importance 
with the increasing number of widespread applications. 

 Military battlefield 
 Commercial sector 
 Local level 
 Personal Area Network (PAN).  

 
5. Compression of Proactive & Reactive Routing Protocols in MANET 
A classification of several routing schemes according to their routing strategy, table driven and on-demand is provided. A 
compression of these two categories of routing protocols is presented, highlighting their features, differences, and characteristics 
in table 5.1.   
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Routing Class Proactive(Table-Driven) Reactive(On-Demand) 
Routing structure Both Flat and hierarchical 

structures 
Mostly Flat, Except CBRP 

Ability of route Always available Determined when needed 
Control Traffic volume Usually high Lower than proactive routing 

protocols 
Periodic updates Yes, Some may use conditional. Not required. Some nodes may 

require periodic. 
Control overhead High Low 

Route acquisition delay Low High 
Storage requirements High Usually Lower than proactive 

routing protocols 
Bandwidth requirement High Low 

Power requirement High Low 
Delay level Small since routes are 

predetermined 
Higher than proactive 

Scalability problem Usually up to 100 nodes. Source routing protocols up to few 
hundred nodes. 

Handling effects of mobility Occur at fixed intervals. AODV uses local route discovery. 
Quality of service support Mainly shortest path as the QoS 

metric 
Few can support QOS, although 

most support shortest path. 
Table: 5.1 Compressions of Reactive and Proactive Routing Protocols in MANET 

 
6. Methodology 
In this paper  performance comparison is based on the simulation results. The implementation is done by using NS-2. In this paper 
we describe the simulation of various ad-hoc routing protocols. 
 
6.1. Packet Delivery Ratio 
Packet Delivery Ratio is the ratio between the numbers of packets sent by the sources and the number of packets received at 
destination. It also describes the loss rate that of the packets, which in turn affects the maximum throughput that the network can 
support. 
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Figure 2: Packet Delivery Ratio 

 
6.2. Average End To End Delay 
The end-to-end delay is the time needed to traverse from the source node to the destination node in a network. 
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Figure 3: Average Delay Values for protocols 
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6.3. Throughput 
The average rate at which the total number of data packet is delivered successfully from one node to another over a communication 
network is known as throughput. The result is found as per KB/Sec. 
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Figure 4: Throughput for protocols 

 
7. Conclusion 
The different basic working mechanisms of these protocols lead to the differences in the performance. For DSDV, OLSR, AODV, 
DSR and TORA packet delivery ratio is independent of offered traffic load, with all protocols delivering are different  of the 
packets in all cases.  
Our simulation results show that Reactive protocols is much better than proactive in the manners of packet delivery ,throughput at 
the same time delay is minimal in compare to proactive protocol. The delay of OLSR is less and in the DSR is worst. Throughput is 
high in case of AODV.In DSR delay is greater than the AODV and OLSR. On the other hand DSR perform better when the 
numbers of nodes are less but it will fails when the numbers of nodes increase but DSR showed high end to end delay due to 
formation of temporary loops within the network .TORA is very poor and not reliable for  
the MANETs but TORA works better in the WSNs compare to MANET. 
However it is currently impossible to quantitatively compare and contrast most ad hoc routing protocols. 
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