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1.Introduction 

The term “biometrics” is derived from the greek word “bio” (life) and “metrics” (to measure). Automated biometric systems have 

only become available over the last few decades, due to significant advances in the field of computer processing. Many of these 

automated techniques, however are based on ideas that where originally conceived hundreds even thousands of years ago. 

Biometrics are automated methods of recognizing a person based on physiological or behavioral characteristics. Among the 

features measured are face, fingerprints, hand geometry, hand writing, iris, retinal vein and voice. Biometric technologies are 

becoming the foundation of an extensive array of highly secure identification and personal verification solutions.  As the level of 

security breaches and transaction fraud increases, the need for highly secure identification and personal verification technologies 

is becoming apparent.  Biometric-based solutions are able to provide for confidential financial transactions and personal data 

privacy. Biometric characteristics can be divided into two main classifications: Physiological are related to shape of the body. 

Examples include, but are not limited to fingerprint, face recognition, DNA, hand and palm geometry, iris recognition which has 

largely replaced retina, and odor or scent. Behavioral are related to the behavior of a person. Examples include, but are not limited 
typing rhythm, gait and voice. Some researchers have coined the term behavio-metrics for this class of biometrics. Strictly 

speaking, voice is also a physiological trait because every person has a different vocal tract, but voice recognition is mainly based 

on the study of the way a person speaks, commonly classified as behavioral. 

 

2.Proposed Method 

 

2.1.Bimodal Biometric Using Face And Fingerprint 

The fusion model maintains the advantage in recognizing faces with pose variations in the settings of closed-set identification, and 

substantially suppresses the high FAR for open-set recognition using a special fusion that combines DWT-FFT and Euclidean 

Distance. The fusion model can reach a right balance between recognition performance, model size, and processing time this 

model is especially effective in coping with the cases in which the subjects with similar faces and finger may lead to a high FAR, 
and such cases can be common when the gallery set is large. Its two-fold scheme can be extended to other applications or ways of 

fusing two or more different classifiers. Many different types of classifiers have been made available in the last decade for  

research upon pattern recognition and computer vision. The ways of putting them together are yet to investigate, and the 

researchers believe that this can lead to some different perspectives and potentials of using fusion model. The bimodal biometric 

using face and fingerprint is as shown in fig1. 
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The personal identification based on biometric recognition is essential to create unique identification (uid) card, which can be 
used for voting in electoral systems, accessing secured areas, identification to avail government and nongovernment facilities. 

In this paper we propose a bimodal biometric using face and fingerprint recognition system with high computation efficiency 

and recognition rate and to make the bimodal biometric system practical. We are using 2d-dwt and 2d-fft to get far and frr 

minimum.so that we can improve the tsr. 
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Figure 1: Block Diagram Of Bimodal Biometric 

 

2.2.Enrolment Section And Test Section 

Database is a library of known faces. The biometric data samples of face are collected from standard database such as NIR, ORL, 

COMBINED and YALE. The database used in this project is COMBINED. It consists of images of 100 persons inside the 

database and we create a database of 50 persons IN-DATABASE such that 7 images of one person is considered and 50 OUT-

DATABASE where every 8th image is the test image  . 

The biometric data samples of finger are collected from standard database such as DB1_A, DB2_A DB3_A DB4_A . The 
database used in this project is DB3_A. It consists of images of 100 persons inside the database and we create a database of 50 

persons IN-DATABASE such that 7 images of one person is considered and 50 OUT-DATABASE where every 8th image is the 

test image  . 

After loading the databases the features are obtained independently as said in unimodal biometric face and fingerprint systems but 

here in bimodal biometric the face and fingerprint features are fused by concatenating the features onto a single vector. 

 

2.3.Matching Section 

After being able to get the final feature vectors from both database and test image, the test image features are compared with the 

database images using Euclidean distance and is checked for match/mismatch. 

 

 
Table 1:  Algorithm 

 

3.Algorithm 

In today’s technology advancement era, where computers are a necessary nutrient to comply with and serve all the activities, the 
need for secured, reliable, simple and flexible system has advertently become a challenging concern for the organizations. The 

technology advancement has been a boon for speedy achievements of activity goals but at the same time the security breaches and 

transaction frauds are on rise. Thus, the Biometric Technology has taken its pace to prevent any security breaches and fraudulent. 

Table 1 gives the algorithm. 

 

 

4.Results And Performance Analysis 
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4.1.Performance Analysis For Face And Fingerprint Recognition 

 

 

 
 

 
 

 
 

Figure : 2 

 

4.2.Bimodal Biometric Using  Face And Fingerprint 

 

 
Table 2:  Gives The Variation Of FRR, FAR And TSR For The Bimodal Biometric Using Face 

And Fingerprint For Different Values Of Thresholds That Are Tabulated 
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Table : 3 

 

 
 

Figure : 3 

 
4.3.Comparative Analysis Of Results 

The results of Bimodal biometric using Face and Fingerprint is compared with Unimodal biometric of Face and 

 

 EER TSR 

Unimodal Face 3.333333 96.666667 

Unimodal 

Fingerprint 

22.666667 63.333333 

Bimodal Face and 

Fingerprint 

1.333333 98.666667 

Table : 4 

 

Unimodal biometric of Fingerprint and are presented in the table 3 .It is observed that using fusion method that is Bimodal 

Biometric using Face and Fingerprint the EER is reduced and TSR is increased compared to the Unimodal of Face and Fingerprint 

individually. 

 

5.Conclusion 
In this project, a novel technique for selecting DWT and  FFT coefficients in the area of face and finger print recognition has been 

presented. Tests have been performed on the Standard Database, showing that recognition rates are increased when the technique 

is deployed. 

 

6.References 

1. Ali Cheraghain, Brendan Klare, and Unsang Park, “Face Recognition: some challenges in Forensics,” IEEE International 

Conference on Automatic Face and Gesture Recognition, pp. 726-733, May 2011. 



www.ijird.com                                 July, 2013                                 Vol 2 Issue 7 

 

INTERNATIONAL JOURNAL OF INNOVATIVE RESEARCH & DEVELOPMENT Page 320 
 

2. Chengliang Wang, Hu, Aggarwal .J. K, “Fusing Face Recognition From Multiple Cameras,” IEEE International 

Conference on Applications of computer vision, pp.1-7, Feb. 2010. 

3. Janarbek Matai. A, Hui Qui, “Combination Of Age And Head Pose For Adult Face Verification,” IEEE International 

Conference on Automatic Face and Gesture Recognition and workshops, pp. 77-82, May 2011  . 

4. GayathriMahalingam, Xiaoou Tang, “Face Photo Sketch Synthesis And Recognition,” IEEE International Conference on 

Pattern Analysis and Machine Intelligence, pp. 1955-67, Sept. 2008. 

5. Zhifeng Li, Myung Jin Chung, “Pose-Robust Face Recognition Based On Texture Mapping,”IEEE International 

Conference on Machine Learning and Cybernerics, pp. 46-51, Aug. 2008. 

6. C.Magesh Kumar, Yin, ChunxiaoRen, Lili Liu, “Video Based Finger Print Verification, IEEE International Conference 

on Acoustics Speech and Signal Processing, pp. 1426-29, June. 2010. 

7. Shermina.J, Naveena, John Eugene, Hudson, Fred,” Finger Print Verification in Multimodal  Biometrics,IEEE 
International Conference on Digital Object Identifier, pp. 130-36, July. 2010. 

8. N.Sudha. Sanjekar, Dhabe P.S, “proposed Finger Print Verification Using Haar Wavelet,” IEEE International Conference 

on Computer Engineering and Technology, vol 3,   pp. 361-365, June 2010. 

9. Hua Huang, JianLuo, “Sub Region Matching In Fast Finger Print Verification,” IEEE International Conference on E-

Product, E-Services and E-Entertainment, pp. 1-4, Dec. 2010. 

10. Wonjun Hwang, Jian Hu, Alkhathami. M, Kai Xi, “Compatibility Of Photographed Images With Touch Finger Print 

Verification Software,” IEEE International Conference on Industrial Electronics and Applications,  pp. 1034-39, Aug. 

2011 


